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1.1. KEY USE CASES FOR MR 2
The following are some of the key use cases that will be addressed by the CA MR 2.0 project.
1.1.1. Scenario: Enabling Federation and Abstraction

Primary Actor: MR 2 APIs for shared data
Goal: Provide a singular and controlled way of accessing shared data.  All products that are MR 2-enabled use the APIs to access the shared data.
Preconditions: The shared SOA tech stack is in place.  The Management Domain and the Data Broker are in place on a server in the environment.
Steps:

· APIs are implemented for the shared data, and allow products to access shared data for the following products: NSM, eHealth, CMDB, and EEM.  More products may become MR 2 enabled later.
· The shared data will only include data that is used consistently across multiple products and follows the same lifecycle.

· The MR 2 API must coexist with existing / additional data access methods already in place.
· Products manipulate their own private data; if they so desire, products may provide their own APIs to allow external parties to access or manipulate their private data.

1.1.2. Scenario: Data sharing between NSM and CMDB
Primary Actor: MR 2 API for data sharing
Goal: Initiating maintenance mode in NSM for Configuration Items defined in CMDB for change management process.
Preconditions: The shared SOA tech stack is in place.  The Management Domain and the Data Broker are in place on a server in the environment.
Steps:

· A Change Order is kicked off by a message that goes to the event console.

· This message may be triggered by a (human) sys admin or via some automated process.
· The message kicks off the maintenance mode for one or more Configuration Items
· CMDB will feed relationship data back to NSM Event Management console so that automated processing (message suppression, etc), can occur for each Configuration Item impacted by the Change Order as defined by downstream / child relationships of CMDB data
1.1.3. Scenario: NSM correlation enabled by CMDB relationships
Primary Actor: MR 2 API for data sharing
Goal: Suppressing redundant messaging by using correlation
Preconditions: The shared SOA tech stack is in place.  The Management Domain and the Data Broker are in place on a server in the environment.

Steps:

· Ability to automate actions / suppress messages in EM console when a root cause is discovered by correlation

· CMDB will provide info back to NSM to react to expected downstream events
1.1.4. Scenario: Unicenter Service Desk with eTrust EEM
Primary Actor: MR 2 API for data sharing
Goal: CA customers with both products wanted seamless integration when a new ticket was created against a new user in Service Desk and the provisioning action in eTrust Admin and EEM.
Preconditions: The shared SOA tech stack is in place.  The Management Domain and the Data Broker are in place on a server in the environment.

Steps:

· Customer has Service Desk and eTrust Admin

· A new employee joins the company

· HR opens a ticket in Service Desk

· Service Desk sends a message to MR2 and/or EEM

· EEM accepts the ticket













































































































































